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[bookmark: _Toc77062327][bookmark: _Hlk26868779][bookmark: _Hlk26868934]Executive summary
A mobile phone repeater is a fixed radiocommunications device designed to wirelessly regenerate or replicate a mobile signal. It operates within apparatus- or spectrum-licensed radiofrequency bands. 
Mobile carriers use and manage mobile repeaters as part of their general network, authorised under each carrier’s Public Mobile Telecommunications Service (PMTS) licence. These devices can be used to improve the reliability of a mobile phone service in a poor signal level area.  
However, unlicensed use of these devices can cause significant interference to mobile networks and, in worst case scenarios, raise safety-of-life issues if disrupting access to the emergency call service or other health monitoring services.
The operation of unlicensed mobile phone repeaters is an issue raised consistently by industry to the Australian Communications and Media Authority (ACMA). The mobile carriers have represented that unlicensed repeaters imported from overseas can potentially affect mobile network performance in Australia, prevent access to essential services and damage their business.
[bookmark: _Toc77062328]Our unlicensed mobile phone repeater compliance program
As part of our 2020–21 licensing integrity compliance priority, we examined how the risk of unlicensed mobile phone repeaters causing interference and poor mobile network performance is managed under the current regulatory framework. We also identified a range of mechanisms to mitigate these risks.
Interference from unlicensed mobile repeaters is decreasing
Analysis of interference and complaints data from the ACMA and carriers highlighted a steady decrease in reports of interference from unlicensed mobile repeaters over the last 5 years. 
This suggests that, in combination with the availability of authorised mobile repeaters, the current regulatory framework has been effective in reducing domestic interference from non-compliant devices. 
[bookmark: _Hlk75262935]In conjunction with carriers, we will continue to monitor the impact of unlicensed mobile repeaters, particularly as new 5G technology is rolled out. More work is still needed however, to limit the availability and supply of unlicensed mobile repeaters from overseas. 
Online supply of unlicensed mobile repeaters is a global issue
Supply of non-compliant mobile repeaters to consumers from manufacturers and sellers is a common problem in many jurisdictions. Our research and engagement with international communications regulators illustrated that, like us, they are confronting challenges in effectively regulating global supply chains. 
Advances in technology, including artificial intelligence (AI) and machine learning, are raising new possibilities for addressing the scale of the global online market for regulators. Targeted communication strategies aimed at informing consumers, and direct engagement with online platforms, are also continuing to prove useful strategies in combating online suppliers both here and overseas. 
Over the next 12 months, as we incorporate a focus on unlicensed mobile repeaters  into our operational compliance program, we will continue to explore how technology and improved communications strategies can support effective compliance with the regulatory regime.
[bookmark: _Toc77062329]Background
It is an offence to operate or possess an unlicenced radiocommunications device, as it runs the risk of causing harmful interference to the mobile network. Operating a mobile repeater without a licensee’s permission is a contravention of section 46 and 47 of the Radiocommunications Act 1992 (the Act). 
The unlicensed use of a mobile repeater may also contravene section 474(6) of the Criminal Code Act 1995, as the person is unlawfully operating it on a carrier’s network, which could be an action of tamper or interference. 
Unlicensed mobile repeaters have been a consistent focus of our compliance efforts since 2012 – due to the potential impact of using unlicensed repeaters – which, at its worst, could have safety-of-life implications – and in response to complaints from carriers. 
In 2012–13 and 2013–14, the compliance programs focused on unlicensed mobile phone repeater use at a time when carriers did not have alternative compliant devices available. This made it particularly difficult to discourage the use of non-compliant devices. Intelligence obtained by compliance staff at the time indicated that tens of thousands of unlicensed repeaters were being supplied to the Australian market each year. 
In recent years, however, carriers have introduced devices[footnoteRef:1] that are compliant with Australian requirements and authorised by the carriers for operation on their networks through a third-party arrangement under the carrier’s radiocommunications licence. However, these carrier-approved devices are more expensive to obtain and not marketed as visibly as the non-compliant devices.  [1:  Example: www.telstra.com.au/coverage-networks/network-coverage-extension-devices] 

While it is not an offence under the Act to purchase a mobile phone repeater, the owner must obtain permission from the carrier before using it on that carrier’s network. A mobile phone repeater can also be sold legitimately by a supplier who is a licensed supplier carrying on business[footnoteRef:2].  [2:  Section 301 of the Radiocommunications Act 1992.] 

[bookmark: _Toc77062330]Methodology
[bookmark: _Toc77062331]Objectives
[bookmark: _Hlk75096805]This compliance priority had 3 key objectives:
to assess the impact of repeaters on network performance and to identify and benchmark the extent to which the use of unlicensed repeaters has contributed to the performance degradation of mobile networks
to explore potential supply chain interventions to disrupt the importation of unlicensed mobile phone repeaters at a point in the supply chain before reaching the end user
to assess the effectiveness of existing regulatory powers available to the ACMA in addressing the identified supply chain and interference concerns.
[bookmark: _Toc77062332]Scope
To address the objectives of the compliance priority, we undertook 4 separate components of work:
Analysis – network impact analysis
Research – potential supply chain interventions
Review – review of regulatory changes
Educate – awareness campaigns.
[bookmark: _Toc77062333]Limitations
Timing of reforms from the Modernisation Act
The legislative requirements under the Radiocommunications Act 1992 changed following commencement of the Radiocommunications Legislation Amendment (Reform and Modernisation) Act 2020 (Modernisation Act) on 17 June 2021. 
The reforms are, in part, intended to provide a more graduated set of compliance and enforcement powers. These will enable us to make proportionate responses in addressing non-compliance, and to develop equipment rules that regulate devices across modern supply chains, including recognition of online supply arrangements. 
These changes have implications for how we regulate unlicensed mobile repeaters in the future. However, the new equipment rules commenced on 17 June 2021, so assessments were undertaken against the 1992 Act.  
Sourcing of data for analysis of impacts on carrier networks
Due to commercial sensitivities and other technical constraints, the data obtained from carriers to inform our network performance impact analysis presented limited evidence to quantify the exact scale of the problem of interference caused by unlicensed mobile repeater use in Australia. 
As an alternative, we encouraged carriers to conduct their own complaint data analysis and share their findings with us to build a more comprehensive picture of the current level of interference from unlicensed repeaters. 
These constraints made it difficult for us to evaluate the extent to which unlicensed mobile repeaters affect mobile network performance.
[bookmark: _Toc77062334]Network performance impact analysis
We engaged with carriers and the Australian Mobile Telecommunications Association (AMTA) to understand their existing network monitoring tools and their effectiveness in identifying the actual sources of interference. We also sought statistical data and information from carriers about communities most affected by the use of unlicensed mobile phone repeaters.
Carriers have represented that unlicensed mobile repeater use has resulted in financial detriment to their operation and that the issue is prevalent and impacting their services in certain local areas. 
While unlicensed mobile repeater use is a known cause of network interference, our research indicates that no recent analysis has been conducted to benchmark or quantify the current level of network disruption by these devices. 
By comparing ACMA and carrier data, we aimed to benchmark the current level of network disruption caused by unlicensed mobile repeaters.
[bookmark: _Toc77062335]Our analysis
One of our main sources of information about problems associated with mobile phone repeaters is interference complaint data.
However, complaint data is not representative of the full volume of activity carriers are managing, as most carriers first seek to resolve interference through their own resolution teams. 
There is also limited evidence to quantify the exact scale of consumer supply of unlicensed mobile repeaters in Australia. This is because most unlicensed mobile repeaters are individually purchased online from suppliers outside Australia.
We analysed both ACMA and carrier resolution data to assess the impact of repeaters on network performance and identify and benchmark the extent to which the use of unlicensed repeaters has contributed to the poor performance of mobile networks.
ACMA complaint data analysis
We conducted analysis of ACMA complaint data obtained between 2014 and 2020 to identify any trends and measure the effectiveness of previous efforts in deterring the use of unlicensed mobile repeaters. 
Figure 1 shows a consistent decline in the number of interference cases referred to the ACMA where unlicensed mobile phone repeaters were found to be the cause.
ACMA complaint data regarding unlicensed mobile repeaters


We also observed that users of unlicensed mobile repeaters were most often cooperative in handing in their devices at the request of the carriers and/or the ACMA. Cases referred to us mainly concerned difficulty in establishing contact with the occupants of the premise where a mobile repeater might be operating. 
Unlicenced mobile repeaters contributed to less than 5% of the radiocommunications interference complaints to the ACMA in 2020. Factors which may contribute to this decrease include:
the availability of compliant mobile repeaters for consumers to purchase
improvements in network coverage as 4G networks matured
increased consumer awareness through ACMA education campaigns,(noting the ACMA conducted significant consumer awareness raising activity in 2015[footnoteRef:3])  [3:  22 Jun 2015 - www.acma.gov.au/Industry/Suppliers/Equipment-regulation/Radiocommunications-devices/crack-down-on-unlicensed-mobile-phone-repeaters - Trove (nla.gov.au)] 

ongoing engagement by the ACMA with suppliers about the regulatory requirements.
Carrier resolution data
To further inform its understanding of the impact of unlicensed repeaters on network performance, we engaged with AMTA and carriers to understand their current network monitoring tools and the effectiveness of these tools in identifying interference that is caused by unlicensed mobile repeater use. We obtained statistical data from the carriers to build a broader picture of this issue.
[bookmark: _Toc77062336]Outcomes
Effect of unlicensed mobile repeaters on network performance
Based on the data provided by carriers, there were relatively small numbers of radiofrequency (RF) interference incidents where the offending device can be positively identified as an unlicensed mobile phone repeater. These numbers have been steadily declining. For example, in the case of one carrier, approximately 5% of their RF interference incidents were found to be caused by illegal repeaters and signal boosters[footnoteRef:4]. Most incidents of interference caused by mobile repeaters are also successfully resolved by the carriers without the need for the ACMA to intervene.  [4:  Mobile phone repeaters are technically different from mobile phone boosters and should be distinguished as mobile phone boosters are prohibited equipment under the Telecommunications Act 1997, whereas mobile phone repeaters are not.] 

According to ACMA data, carriers made 275 radiocommunications interference complaints to us in 2020. Twelve of these complaints (less than 5%) were related to the potential use of unlicensed mobile phone repeaters. 
Noting that carriers only provided a subset of their resolution data, there may be other evidence not available to the ACMA that is relevant to the issue. 
Impacts on carriers’ operations 
Data from carriers on RF interference incidents which could be positively identified as being caused by unlicensed mobile repeaters was limited. This did not allow us to accurately quantify the impacts on carriers’ operations or establish the volume of activity needing to be managed by carriers.
Ongoing information-sharing arrangement
We liaised with the carriers to put in place reporting mechanisms that enable us to collect intelligence on the rate and location of interference (both resolved and unresolved) caused by the unlicensed operation of mobile phone repeaters. 
We will continue to consider and respond to complaints of RF interference in relation to unlicensed mobile repeaters escalated to us by carriers, as well as from the public.
[bookmark: _Toc77062337]Supply chain interventions
We conducted research to update our knowledge and understanding of unlicensed mobile repeater supply chains and to assess the relative effectiveness of regulatory interventions. 
[bookmark: _Hlk75263623]We also held discussions with a range of stakeholders, including carriers and international regulators, to consider the effectiveness of various international regulatory approaches in regulating mobile phone repeaters. We also contacted major e-commerce platforms where mobile repeaters are advertised, to explore possibilities of implementing controls in the importation of unlicensed mobile phone repeaters. 
Carriers in Australia have introduced devices[footnoteRef:5] which are compliant with Australian requirements and that they authorise for operation on their networks through a third-party arrangement under the carrier’s radiocommunications licence. A similar arrangement is in place in the United Kingdom (UK). However, these carrier-approved devices are more expensive to obtain and not marketed as visibly as other devices.   [5:  Example: www.telstra.com.au/coverage-networks/network-coverage-extension-devices] 

Options and challenges in disrupting supply chains
The definition of supply in subsection 301(1) of the Act does not extend to distribution. This means we have limited actions available to us to address businesses using drop shipping or mail forwarding business models, as they may not themselves be technically in the ‘business of supplying radiocommunications devices’.[footnoteRef:6] [6:  Unlicensed mobile repeaters are often sold online using a drop shipping model, where the store that listed the repeaters for sale does not keep the products in stock. Instead, the seller purchases the product from a third party (e.g., wholesaler or manufacturer, often registered outside of Australia) and it is shipped directly to the customer. The seller, which may be categorised as a ‘distributor’, does not handle the product directly at any stage of the sale process. As the selling merchant does not stock or own any inventory, this makes it difficult to identify them as a supplier as defined under s301 of the Act] 

The ACMA’s complaints data indicates that most complaints about the sale of unlicensed mobile repeaters are in relation to online sellers. As a result, the focus of our investigations has been into disrupting online supply chains. 
Overseas sellers use search engine-advertised marketing, such as Google AdWords, to sell unlicensed mobile repeaters along with, in some cases, sophisticated websites which make false claims about the legality of these products. There also appears to be growing use of social media platforms such as Facebook Marketplace and closed groups to market these devices. 
Our engagement with other regulators suggests that this is a common issue they face for unauthorised radiocommunications devices generally, not just unlicensed mobile repeaters.
The online market presents a range of challenges for regulators in disrupting the supply chain, as shown in Figure 2.
 Challenges to disrupt supply chain

Lack of competition in the supply of authorised repeaters – in Australia there is only one licenced supplier of repeaters. Our research showed that mobile repeater markets, such as the United States (US), which has several manufacturers of repeaters, enjoyed significantly lower prices than markets with no competition, such as Australia and the UK. Authorised mobile repeaters in the US start from around US$249, while authorised mobile repeaters in Australia and the UK start from around A$900.
Price disincentives – the cost of authorised repeaters compared to unlicensed repeaters is significant, and unlicensed repeaters can be 10 times cheaper than authorised products and generally look like legitimate products. 
Scale of online markets – the online market for goods and equipment is global, with high volumes of sellers and products. Monitoring of platforms and individual advertisers is resource intensive.
Limited regulatory power – the ACMA has limited powers to compel online platforms to remove advertisements for unlicensed repeaters or to prevent the sale of unlicensed repeaters hosted on overseas websites. While these powers have changed recently, those changes had not taken effect during the course of this compliance program.
Our research suggests the main drivers for the choice to purchase unlicensed mobile repeaters are related to price and convenience.[footnoteRef:7] Unlicensed mobile repeaters are easy to purchase, are widely available and often contain positive customer reviews.  [7:  It is also noted that for consumers, the detriment in using an unlicensed mobile repeater is usually limited. When an unlicensed device is detected, most consumers will simply switch off the device when asked. ] 

There is limited information available for Australian consumers on where to purchase authorised mobile repeaters.[footnoteRef:8] This may make it confusing for consumers when making decisions about purchasing mobile repeaters.  [8:  For example, most Australian CARRIER websites and AMTA do not include consumer friendly information on mobile repeaters or where to buy them. ] 

International regulatory approaches 
International regulators are deploying regulatory and non-regulatory strategies to address the problems associated with unlicensed mobile phone repeaters. 
Some regulators are working with online platforms to interrupt supply and are trialling the use of AI and computer vision to identify illegal products. Others are undertaking significant nationwide compliance programs to identify and remove harmful illegal mobile repeaters. 
Our engagement with international regulators provided some key insights, including that the scale of the issue in other jurisdictions is much larger, with other regulators receiving more complaints about interference caused by unlicensed mobile repeaters than we do. 
[bookmark: _Toc77062338]Our learnings
From our analysis of international regulatory approaches, the following key themes have emerged:
	[image: Internet outline]
	Online platforms are where most unlicensed mobile repeaters are being sold: Unlicensed mobile repeaters are widely sold across multiple online platforms targeting consumers in all countries we analysed. Most regulators we examined have written to the main online platforms asking them to remove unlicensed devices. While online platforms have generally been responsive to requests, unlicensed mobile repeaters are still easily available across multiple online platforms. 

	[image: Artificial Intelligence outline]
	Emerging technologies show promise in streamlining compliance work: AI tools, such as machine learning (ML) and computer vision technology is being tested in Denmark and the United Kingdom to develop algorithms to automatically detect non-complaint radio equipment, including jammers and mobile repeaters. Analysis from Ofcom indicates they have tested an ML algorithm which has achieved a high success rate in accurately classifying non-complaint devices. We are holding further discussions with Ofcom on this work, including analysing whether this or a similar tool could be deployed in Australia. 

	[image: Handshake outline]
	Effective relationships with carriers are needed to mitigate the risks associated with unlicensed mobile repeaters: Mitigating the risks to networks posed by unlicensed mobile repeaters requires strong and effective stakeholder relationships across the supply chain. However, as the manufacturers of unlicensed mobile repeaters are primarily based overseas, there are limited options to tackle the problem at the source. From our observations, regulators that worked closely with carriers were more effective in reducing interference risks. Further, jurisdictions that developed coordinated strategies with carriers were the most effective. 

	[image: Questions outline]
	Simple tools to check and register devices are effective, along with consumer education campaigns: Providing consumers with simple, easy to use information is an effective way to reduce the risks associated with unlicensed mobile repeaters. Regulators we examined adopted various approaches. For example, the Commission for Communications Regulation (ComReg) in Ireland designed consumer infographics which are easy to understand, while the Federal Communications Commission (FCC) in the United States includes clear consumer information and tools for consumers to check if a device is legitimate. The FCC’s information is augmented by clear consumer information on supplier websites and most American mobile network operator websites. 


[bookmark: _Toc77062339]Outcomes
Drawing on our research findings and the experiences of international regulators, there are a range of actions we intend to explore further in terms of their effectiveness in disrupting the supply chain for sale and distribution of unlicensed mobile repeaters in Australia:
International coordination with other regulators – in discussions with international regulators it was noted that there is scope for coordination of information and assistance. We will participate in cooperative efforts to remove illegal mobile repeaters for sale by online suppliers who are operating in multiple markets. Joint requests may have more impact in persuading online platforms to take more decisive action, such as banning online suppliers of unlicensed mobile repeaters from their platforms. 
A number of other regulators are trialling the use of more automated tools to detect potential unlicensed mobile repeater online listings. Similar technology could also be applied to detect prohibited devices being sold online. We will investigate AI and computer vision tools being trialled in Denmark and the United Kingdom to identify jammers and repeaters. While this work is generally described by regulators as being in early development, these tools could support compliance and investigation work in the future and provide further quantitative evidence on the scale of the problem. 
We also recognise the challenge to disrupt supply chains online, especially when all stages of the supply chain occur outside of Australia. This continuing work will also inform our regulatory approach towards other prohibited devices. 
Developing compliance strategies in co-operation with online platforms – we will work with online platforms on strategies to prevent the sale of unlicensed mobile repeaters within Australia. Particularly as new avenues have emerged for the sale of these devices through social media platforms.



[bookmark: _Toc77062340]New regulatory powers
[bookmark: _Toc77062341]Review of current regulatory interventions
Current legislation appears to have been effective in reducing the supply of unlicensed mobile repeaters within Australia. However, the Act offered limited powers to address  the supply of unlicensed mobile phone repeaters from overseas manufacturers into Australia. 
Our research suggests that the main source of unlicensed mobile repeaters is from overseas, with domestic and overseas sellers using online platforms such as eBay to sell unlicensed mobile repeaters to individual buyers. 
The ACMA has previously established arrangements with other domestic regulators to reduce the supply of unlicensed mobile repeaters. We have worked with the Department of Home Affairs to prevent the importation of unlicensed mobile repeaters. However, these devices can be difficult to detect by customs, as they are typically purchased by an individual customer. 
Our research found some evidence of individual domestic sellers advertising unlicensed repeaters on online platforms. It is also noted that there is a small second-hand market of what appears to be authorised repeaters (Cel-Fi products). This market may impact the effectiveness of us using supplier records for regulatory purposes, as these records track the original purchase of a repeater, not second-hand sales from consumer to consumer. 
[bookmark: _Toc77062342]Implications of the Modernisation Act
In August 2013, the Radiocommunications Regulations 1992 were amended to define cellular mobile repeaters as an eligible radiocommunications device for the purpose of section 301 of the Act. Section 301(1) of the Act makes it an offence to supply these devices to unlicensed persons and section 301(3) imposes certain record-keeping requirements on suppliers.
Amendments to the Act made by the Radiocommunications Legislation Amendment (Reform and Modernisation) Act 2020, amongst other things, have the effect of repealing Part 4.1 of the existing Act and inserting a new Part 4.1. The amendments will also repeal section 301 of the Act and allow for the supply of specified kinds of equipment to be regulated under equipment rules to be made under the new Part 4.1. 
The equipment rules:
require persons manufacturing or importing specified equipment to apply labels to such equipment in accordance with the saved labelling notices
prohibit the possession, operation or supply of equipment that does not comply with the requirements of the applicable saved standards, unless the person has a permit that allows possession, operation, or supply of such equipment
prohibit the supply of certain equipment without a label that certifies that the equipment meets applicable standards, set out in the equipment rules
require suppliers to retain records of supply of mobile repeaters for a period of 2 years
prohibit the supply of cellular mobile repeaters to a person unless the person has a licence authorising the operation of such equipment.
The equipment rules aim to ensure the continuation of existing limitations on the supply of mobile phone repeaters, to ensure that such devices may only be supplied to persons licensed to operate them. The rules took effect on 17 June 2021, and we will take the opportunity to consider further changes in the future.
[bookmark: _Toc77062343]Outcomes
The Modernisation Act enables the ACMA to regulate more actors in the supply chain than importers and manufacturers. This offers alternative mechanisms for addressing some of the issues identified with the previous limitations, such as the definition of supply and distribution. 
However, consideration of which components of the supply chain may now be within the scope of the regulation needs further review and will apply more broadly than just the regulation of unlicensed mobile repeaters. There are potential implications to consider for regulating the supply and distribution of a range of prohibited devices. 
Given that the new powers commenced in June 2021, we are undertaking further work to explore how the new arrangements will facilitate our ongoing regulation of unlicensed mobile repeaters. 



[bookmark: _Toc77062344]Awareness campaign
[bookmark: _Toc77062345]Communications strategy
In 2020–21, we focused on educating consumers about unlicensed mobile repeaters, using the following communications strategy (Figure 3). 
 Communications strategy

Social media
We used Facebook, Twitter and blog campaigns to help inform Australian consumers about how to tell the difference between non-compliant devices sold from overseas suppliers, and licensed carriers and their authorised on-sellers in Australia. 
Search engine visibility
We acquired Google AdWords sponsored space for regulatory messaging to appear on the Google search network whenever the term ‘mobile phone repeater’ and related terms were searched. This aimed to have an impact on consumer purchasing behaviour at the point of purchase. This was a relatively low-cost option that achieved a wide-spread educational outcome.
Liaison with online sales platforms
The ACMA also liaised closely with online sales platforms to obtain their cooperation and assistance in removing sellers of unlicensed repeaters from overseas on their websites. Major online retail platforms such as eBay and Amazon have maintained regular contact with the ACMA to assist with the removal of advertisements for prohibited devices. The ACMA has also established ongoing relationships with a range of new e-commerce companies throughout the year to combat advertisements and sales of unlicensed mobile repeaters, including:
	Boosters for mobile
	Kogan.com.au

	Carafago.com
	Mobile signal boosters Australia

	Dicksmith.com.au
	My Amplifiers Boosters

	Ebay.com.au
	Perception lighting

	Aus.grandado.com 
	Phoneinc

	Point to point distributions
	Telstat

	Signal boosters Australia
	UK mobile booster

	Telco antennas
	


[bookmark: _Toc77062346]Ongoing awareness activities
Our previous communication efforts have proven to be an effective tool in informing consumers about the risks of unlicensed mobile repeaters. 
However, there is currently limited information on carriers’ websites about mobile repeaters or how to purchase them. In reviewing carriers’ websites, ACMA staff found:
Vodafone Hutchinson Australia’s website includes no consumer information about repeaters
the Optus website includes some information about repeaters (from 2017) on the ‘Yes crowd’ discussion board  
the Telstra website includes information about repeaters, including how to purchase. Consumers seeking to purchase a repeater are directed to a repeater installation request webform. The information in the form is used to pre-determine the likelihood of the repeater boosting mobile coverage in the relevant area 
The AMTA website includes some information about repeaters but does not include information about where consumers can purchase repeaters legally. 
Our research suggests that the limited information provided to consumers by carriers contributes to driving consumers towards online platforms and potentially purchasing non-compliant devices from overseas suppliers. As part of the implementation work on the new equipment rules, we will encourage the carriers to revise their online content about authorised mobile repeater products. 
For consumers who are interested in purchasing a mobile phone repeater, we will have updated information on the new equipment rules and a link to the AMTA guidelines on our website. With the introduction of the new equipment rules, information about authorised mobile repeaters from carriers will also be available on the ACMA’s website.
In addition to our ongoing communications activities, we anticipate these measures will enable consumers to identify compliant products more easily and assist in reducing the number of non-compliant devices into the market.
 
[bookmark: _Toc77062347]Summary
Unlicensed mobile phone repeaters are one of many radiocommunications products being imported directly by users and bypassing Australian supplier protections. These devices are often not compatible with our mobile networks and cannot be licensed in Australia. The illegal operation of repeaters may pose a risk to the integrity of the radiofrequency spectrum, raise safety-of-life issues, and have the potential to create commercial consequences for industry. 
Our research and data analysis indicates that the number of complaints related to unlicensed mobile repeaters has declined steadily since 2015. This is echoed by the interference resolution data held by carriers. When compared to other sources of interference, unlicensed mobile repeaters no longer appear to be a prominent cause of poor network performance.  
However, the significant difference in retail price of unlicensed mobile phone repeaters compared to carrier authorised mobile phone repeaters continues to be a major driver for importation of unlicensed mobile repeaters. Regulators in other jurisdictions have indicated that disruption to the supply chain is difficult as these devices are individually purchased by consumers and importation can be difficult to detect. 
Over the next 12 months, work on unlicensed mobile repeaters will continue as part of our general compliance activity. We will maintain our engagement with carriers and AMTA to support improved consumer education and information and continue to respond to complaints of interference from unlicensed mobile repeaters and/or the sale of non-compliant mobile repeaters.
With the implementation of the new equipment rules and our ongoing communication efforts, consumers will be able to access information about authorised repeaters more readily and we anticipate this will support our compliance work. The ACMA will also examine options to regulate other components of the supply chain for the online sale and distribution of prohibited and non-compliant devices utilising the new provisions enacted by the Modernisation Act.
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Complaints in relation to potential unlicensed mobile repeater use

Complaints in relation to potential unlicensed mobile repeater use	2014	2015	2016	2017	2018	2019	2020	123	138	140	64	46	39	26	
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