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Investigation report no. BI-448
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	Licensee
	Queensland Television Ltd.

	Station
	Nine

	[bookmark: _GoBack]Type of service
	Commercial—television

	Name of program
	Nine News

	Date of broadcast
	29 July 2018

	Relevant code
	Commercial Television Industry Code of Practice 2015 (revised 2018)

	Date finalised
	28 February 2019

	Decision
	No breach of clause 3.5.1 [privacy]




Background
In December 2018, the Australian Communications and Media Authority (the ACMA) commenced an investigation under the Broadcasting Services Act 1992 (the BSA) into a report on Nine News (the report).
The report was broadcast on Nine by Queensland Television Ltd.[image: http://crm.internal.govt/_imgs/imagestrips/transparent_spacer.gif] (the licensee) on 29 July 2018 and concerned the alleged robbery of an independently owned supermarket.
The ACMA received a complaint which claimed that in broadcasting CCTV security footage of the robbery, the licensee invaded the privacy of the store owner.
The complainant also made complaints to the ACMA about issues such as confidentiality and journalistic practices. These issues are not covered by the Commercial Television Industry Code of Practice 2015 (revised 2018) (the Code) and as such, they do not form part of this investigation. 
The ACMA has investigated the licensee’s compliance with clause 3.5.1 [privacy] of the Code.
The program
Nine News is an hour-long national news program broadcast at 6.00 pm each weekday. 
The report was about a robbery which had allegedly taken place inside an independently owned supermarket. The report was just over one minute and 30 seconds long and consisted of an introduction by the news anchor and reporter; CCTV security footage of the robbery recorded from inside the supermarket (containing images only, no audio); an interview with an employee of the supermarket, and the reporter talking directly to camera while standing inside the supermarket.
The complaint concerned the use of ‘private’ CCTV security footage provided to the reporter by an employee, but without the knowledge of the owner of the independent supermarket. It is alleged that there was an agreement between the employee and the reporter that the ‘private’ footage would not be used without the permission of the owner. 
A transcript of the report is at Attachment A.
Assessment and submissions
When assessing content, the ACMA considers the meaning conveyed by the material, including the natural, ordinary meaning of the language, context, tenor, tone, images and any inferences that may be drawn. This is assessed according to the understanding of an ‘ordinary reasonable’ viewer.
Australian courts have considered an ‘ordinary reasonable’ viewer to be:
A person of fair average intelligence, who is neither perverse, nor morbid or suspicious of mind, nor avid for scandal. That person does not live in an ivory tower but can and does read between the lines in the light of that person’s general knowledge and experience of worldly affairs.[footnoteRef:1] [1:  Amalgamated Television Services Pty Limited v Marsden (1998) 43 NSWLR 158 at pp 164–167.] 

Once the ACMA has ascertained the meaning of the material that was broadcast, it then assesses compliance with the Code.
This investigation has taken into account the complaint (extracts of which are at Attachment B) and submissions from the broadcaster (extracts of which are at Attachment C). Other sources are identified in this report where relevant.
Issue: Privacy
Relevant Code provisions 
[bookmark: _Toc401833426][bookmark: _Toc425326623][bookmark: _Toc404260684][bookmark: _Ref433013649][bookmark: _Toc508891409]3.5	Privacy
[bookmark: _Ref402792837]3.5.1	In broadcasting a news Program or Current Affairs Program, a Licensee must not broadcast material relating to a person’s personal or private affairs or which invades a person’s privacy, unless:
a) there is a public interest reason for the material to be broadcast; or
b) the person has provided implicit or explicit consent for the material to be broadcast (or in the case of a person under 16, a parent or guardian has given implicit or explicit consent).  
Note: The broadcast of material that is publicly available or recorded in a public place will generally not be material relating to a person’s personal or private affairs or an invasion of privacy.
7.2.4	Code Complaints
A Code Complaint under section 3.5:
a) can only be made by the person (or representative of the person) who considers their privacy was intruded upon
Finding
The licensee did not breach clause 3.5.1 of the Code. 
Reasons
In assessing compliance with clause 3.5.1, the ACMA is assisted by its Privacy guidelines for broadcasters 2016 (the ACMA privacy guidelines).
The ACMA generally considers the following questions:
· [bookmark: _Hlk785994]Was a person identifiable from the broadcast material? 
· Did the broadcast material disclose personal information or intrude upon the person’s seclusion in more than a fleeting way? 
If the answers to both these questions is yes, then there is a potential breach of the Code’s privacy provisions. Where relevant, the ACMA will then consider:
· Was the person's consent obtained—or that of a parent or guardian?
· Was the broadcast material available from the public domain?
· Was the invasion of privacy in, and proportionate to, the public interest?
If the answer to any of these three questions is yes, then there may be no breach found. 
The complainant submitted: 
On 29 July 2018, a 9 News journalist ([reporter’s name]) obtained access to confidential CCTV footage at [shop name and location] on the basis of an undertaking she made to the staff member [employees name] on duty at the time, that she would not release any footage of the armed robbery without getting the owner’s permission. 
I am the owner [owners name] When I rang [reporter’s name] later in the day and refused permission to air the footage, [reporter’s name] asserted that she had not made that undertaking. I have a written statement from [employees name] which clearly states what happened and that [reporter’s name] did make the undertaking to get owner’s permission. […] When refusing permission, I advised [reporter’s name] that the police had already captured the robber the previous day on 28 July 2018. I was with the police when they caught the person. 
[…]
The reason for my complaint is three-fold: 
1. [Reporter’s name] deceptively gained access to confidential security camera footage and caused it to be publicly displayed on one of the main television channels. The offender had already been caught and there was no public benefit in airing the footage. 
2. There was significant adverse publicity for my shop and for the [location] area in general. My staff and I fielded dozens of concerned enquiries about the incident.
3. Publicizing such incidents may encourage copy-cat behaviour and significantly increase personal security risks for my staff and myself.
[…]
The complainant also submitted to the ACMA:
I own the [shop name and location] and my privacy has been invaded.
The licensee submitted:
[…]
The CCTV Footage is vision only and does not include any audio. It does not depict the Complainant. It depicts a man holding a weapon who enters the store, appearing to threaten a store employee working in the store at the time, and stealing cigarettes. The employee who was the victim in this case […], was pixelated in the Report so as to render him unidentifiable. Nine is not aware of any complaint made against Nine by that employee as to privacy, or any other basis.
[…]
The premises at which the robbery took place were identified as being the [shop name and location], and the Complainant may allege that he was identifiable as the owner of the business to a subset of people who already knew he was the owner, prior to viewing the Report. Nine maintains that this does not constitute identification for the purposes of clause 3.5 
[…]
The Report clearly related to matters of public interest, including but not limited to:
a) the reporting of a commission of a crime;
b) the reporting of an armed robbery by a young male in publicly accessible retail premises
c) a police investigation and public appeal for information that may assist police with the investigation and the apprehension and potential prosecution of the offender/s;
d) the implications of restrictions on the sale and pricing of tobacco products (the apparent object of this robbery); and
e) the broader issues of crime, youth crime and law and order in the community.
[…]
Nine disputes that the CCTV Footage was provided to Nine's reporter on condition that it would not be broadcast unless the store owner's consent was first obtained, as alleged by the Complainant.
Was a person identifiable from the broadcast material?
For the ACMA to make a finding that clause 3.5.1 of the Code has been breached, a particular person must be identifiable from the broadcast. 
A person will be identifiable if, from the broadcast, their identity is apparent or can be reasonably ascertained. The question of whether a person is 'identifiable' is considered on a case-by-case basis, having regard to the context and content of the particular broadcast. While the complaint primarily focuses on the CCTV security footage, in making its finding the ACMA has considered the broadcast of the report in its entirety.
Aside from the Nine News anchor and reporter, the report contained images of the following four persons:
1) CCTV security footage of a shop assistant during the alleged robbery
2) CCTV security footage of the alleged thief
3) CCTV security footage of a customer
4) a second shop assistant who appears to be a willing participant in an interview with the news reporter about the alleged robbery.
It is noted that none of the people featured in the CCTV security footage, nor the second shop assistant are a party to the complaint made to the ACMA, and none have indicated that the complainant is acting on their behalf. This investigation considers the privacy of the individual complainant only.
The name of the complainant, who is also the owner of the premises, is not disclosed during the report. Likewise, images of the complainant do not feature in the CCTV security camera footage or any other part of the report.
The name and location of the shop is disclosed by the reporter in the introduction to the report. Images depicting the inside of the premises are also broadcast, firstly via the CCTV security camera footage and again when the camera cuts to the reporter who is speaking to the camera while standing inside the shop. There are no other features of the report which could serve to disclose the identity of the complainant.
The ACMA notes that while a person familiar with the shop may recognise the premises and have prior knowledge of the identity of the owner, this is not relevant to the assessment of whether a person was identifiable from the broadcast material.
The ACMA therefore considers that, in the absence of further identifying information, the complainant would not have been identifiable from the broadcast material. 
Did the broadcast material disclose personal information or intrude upon the person’s seclusion in more than a fleeting way? 
Although the ACMA considers that the complainant would not have been identifiable from the broadcast, it has nonetheless considered the above question. 
Personal information includes a broad range of information about a person, for example, a person’s name residential address or telephone number, facts about a person’s health, genetic or biometric information, political opinions, a persons’ racial origin or criminal record.[footnoteRef:2] This information need not be secret or confidential in order to be private.   [2:  See the ACMA Privacy guidelines for broadcasters 2016, p. 3.] 

The name and the location of the shop is disclosed in the report along with images of the inside of the shop. While owned by the complainant, in isolation the name and location of the shop and the images of the inside of the shop, does not constitute personal information of the complainant. Consequently, the ACMA’s view is that the report did not disclose any personal information of the complainant.
Was the person's consent obtained—or that of a parent or guardian?
The ACMA accepts that the complainant and the licensee are in dispute about whether or not the complainant’s employee had consented to the broadcast of the CCTV footage.  
As the ACMA has found that the CCTV footage did not identify the complainant or contain any personal information of the complainant, it is not necessary for the ACMA to form a view about whether consent was obtained prior to the broadcast of the private material.
Was the broadcast material available from the public domain?
As the ACMA has found that the CCTV footage did not identify the complainant or contain any personal information of the complainant, it is not necessary for the ACMA to ascertain whether the broadcast material was available from the public domain.
Was the invasion of privacy in, and proportionate to, the public interest?
The ACMA does not consider that there was any invasion of privacy as it has found that the CCTV footage did not identify the complainant or contain any personal information of the complainant. Notwithstanding this finding, the ACMA has considered if there was a ‘public interest reason for the material to be broadcast’.
The following are examples of matters of public interest:
Public health and security; criminal activities; corruption; misleading the public; serious anti-social behaviour; politics; government and public administration; elections; and the conduct of corporations, businesses, trade unions and religious organisations.[footnoteRef:3] [3:  See the ACMA Privacy guidelines for broadcasters 2016, p. 6.] 

The ACMA has considered the complainant’s submission that it was not in the public interest to broadcast the material because the robber had been caught, and that broadcasting the material risked encouraging copy-cat behaviour.
The ACMA has also had regard to the licensee’s submission that there were public interest reasons for broadcasting the material, including reporting on crime in the community and that the CCTV footage was the best means of conveying this information. 
The ACMA’s view is that, even in circumstances where an alleged offender had been arrested, there was a public interest reason for the material to be broadcast, namely that the local community would have had understandable interest in being kept informed about criminal activities occurring in their local area.
Accordingly, the licensee did not breach clause 3.5.1 of the Code.


Attachment A
Transcript of Nine News report, broadcast on Nine on 29 July 2018
Anchor: Taking you now to [reporter’s name] on the Gold Coast. [Reporter’s name], you’ve obtained exclusive vision of a shocking armed robbery.
[Reporters name] (Reporter): That’s right [news anchor’s name], police believe five people are involved in the alleged armed robbery of [shop name and location]. They tell us that just this afternoon they arrested and charged a 16-year-old boy in Coolangatta, but they couldn’t confirm whether that 16-year-old is the alleged offender pictured in this video.
(Cut to CCTV security footage)
Keeping casual, this bold thief looks like a regular customer but, confronted by a staff member, things quickly turned. 
(Cut to interview with shop assistant interspersed with CCTV security camera footage)
Shop Assistant: He went behind the counter through here, and he started taking cigarettes and my co-worker backed off and put his hands up like this.
Reporter: The thief was only after one thing. 
Shop Assistant: It didn’t seem too planned out because he didn’t bring a bag or anything, he was just like casually taking some. 
Reporter: Until another customer appears to spook him. 
Shop Assistant: I think he started kind of panicking or he started quickly taking more. 
Reporter: But it doesn’t end there, returning to the right side of the counter he makes more demands; the employee standing his ground. 
Shop Assistant: I think he handled it really well, I think it kind of contributed to him not being so aggressive. 
Reporter: He leaves seconds later with little to show for his efforts. 
Shop Assistant: Yeah that’s the strange thing he only took like around 12 or something, you would think he would take like a lot more. 
(Cut to reporter standing inside the shop and talking to camera)
Reporter: Authorities are now looking for a Caucasian man with a medium build. The man was last seen leaving the [shop] here at around seven o’clock yesterday morning. Police would like anyone with information to contact them. Investigations into the armed robbery are ongoing. [reporter’s name], Nine News. 

Attachment B
Complaint 
Extracts of the complaint to the licensee dated 27 August 2018:
The 9 News journalist ([reporter’s name]) obtained access to confidential CCTV footage at [shop name and location] on the basis of an undertaking she made to the staff member ([employees name]) on duty at the time, that she would not release any footage of the armed robbery without getting the owners permission.
I am the owner ([owners name]). When I rang [reporter’s name] later in the day and refused permission to air the footage, [reporter’s name] asserted that she had not made that undertaking. I have an affidavit from [employee] which clearly states what happened and that [reporter’s name] did make the undertaking to get owners permission.
This journalist is in breach of the MEAA Journalist Code of Ethics, clause 8. [Reporter’s name] has not used fair, responsible and honest means to obtain material. She has exploited a persons vulnerability and ignorance of media practices. 
[Reporter’s name] is also in breach of Australian Press Council general principle 7. The information was gathered by deceptive or unfair means. 
I note that I advised [reporter’s name] that the police had captured the robber the previous day on 28 July 2018. I was with the police when they caught the person.
[…]
I am the owner of the [shop name and location] which was robbed. The news story was adverse publicity for the store and for the area generally. We had dozens of customers commenting to staff and myself about the robbery. This story was sensationalist and unnecessary. The robber had already been caught. I am very concerned that televising this footage may encourage others in copycat crimes. It highlights the value of cigarettes and puts my staff and myself at increased personal risk. 
Extracts of the complaint to the ACMA dated 29 October 2018:
On 29 July 2018, a 9 News journalist ([reporter’s name]) obtained access to confidential CCTV footage at [shop name and location] on the basis of an undertaking she made to the staff member ([employee]) on duty at the time, that she would not release any footage of the armed robbery without getting the owners permission. 
I am the owner ([owners name]). When I rang [reporter’s name] later in the day and refused permission to air the footage, [reporter’s name] asserted that she had not made that undertaking. I have a written statement from [staff member] which clearly states what happened and that [reporter’s name] did make the undertaking to get owners permission. This journalist is in breach of the MEAA Journalist Code of Ethics, clause 8. [Reporter’s name] has not used fair, responsible and honest means to obtain material. She has exploited a persons vulnerability and ignorance of media practices. [Reporter’s name] is also in breach of Australian Press Council general principle 7. The information was gathered by deceptive or unfair means. When refusing permission, I advised [reporter’s name] that the police had already captured the robber the previous day on 28 July 2018. I was with the police when they caught the person. 
[…]
The reason for my complaint is three-fold: 
1. [Reporter’s name] deceptively gained access to confidential security camera footage and caused it to be publicly displayed on one of the main television channels. The offender had already been caught and there was no public benefit in airing the footage. 
2. There was significant adverse publicity for my shop and for the [location] area in general. My staff and I fielded dozens of concerned enquiries about the incident. 
3. Publicizing such incidents may encourage copy-cat behaviour and significantly increase personal security risks for my staff and myself.
Nine Entertainment have responded in a letter dated 24 September 2019 denying their journalist ([reporter’s name]) made the undertakings she did. We take this matter seriously and are concerned that [reporter’s name] has misrepresented the facts of the matter. [Staff member] has completed a sworn affidavit which is attached. There is no question that [reporter’s name] agreed only to disclose CCTV footage if I gave consent. I did not give consent.
Further, Nine Entertainment then appear to excuse their actions by saying they can disclose "if there is public interest" in the matter. Does this mean they can lie whenever they want to, and claim it is in the public interest? 
Notwithstanding that, it was not in the public interest as the robber had already been caught. Nine Entertainment were trying to sensationalise the issue. We would not have an issue with Nine Entertainment stating that the robber had been caught. Our issue is the disclosure of sensitive CCTV footage obtained and released without consent.
It is all too easy for journalists to bend the truth when it suits them. We want Nine Entertainment and [reporter’s name] held to account for her verbal undertakings.
Extracts of the complaint to the ACMA dated 1 November 2018:
I own the [shop name and location] and my privacy has been invaded. Confidential CCTV footage within the [shop] has been obtained deceptively by Nine Entertainment and released without my consent.

Attachment C
Licensee’s response and submissions
Extracts of the licensee’s response to the complainant dated 24 September 2018:
We write in response to your electronic complaint dated 27 August 2018 regarding a report broadcast during Nine News in Queensland on 29 July 2018 (the Report), about the arrest of a teenager in connection with an armed robbery at [shop name and location]. We understand from your complaint that you have objected to the inclusion in the Report of “confidential” CCTV vision of the armed robbery.
At the outset, we apologise to you if you were upset by the broadcast as that was certainly not Nine’s intention. 
As a commercial free to air television broadcaster, the content broadcast by Nine is regulated by the Commercial Television Industry Code of Practice 2015 (the Code). In order to consider your concerns, we have reviewed the Report the subject of your complaint. Whilst we regret that you have had cause to raise objections relating to our broadcast of the Report, those concerns must be assessed against the relevant provisions of the Code. Your complaint also refers to alleged breaches of the MEAA Code of Ethics and the Australia Press Council Guidelines, which are not matters covered by the Code.
To the extent your complaint relates to matters covered by the Code, it potentially raises issues of privacy. The Code requires broadcasters to not broadcast material relating to a person’s personal or private affairs or which invades a person’s privacy, unless there is a public interest reason for the material to be broadcast, or the person has provided implicit or explicit consent for the material to be broadcast (clause 3.5.1).
We wish to assure you in this regard that we take our obligations under the Code very seriously, and are always mindful of the privacy obligations in the Code. Criminal charges, matters before the courts, and the conduct allegedly giving rise to criminal charges, are generally considered to be matters of public record and not private information, and are matters upon which the media can and should report in accordance with the principles of open justice and transparency of the judicial system. In this case, the fact that an armed robbery took place at the [shop name and location] is not private information, and had also been reported widely by other media. The fact a person had been arrested and charged in connection with the incident is also not private information. In the CCTV vision that was included in the Report, Nine obscured the identity of the staff member on duty at the time of the incident. Because the information that was included in the Report was not private or personal information, consent was not required to report the information that Nine did.
The Code also does not require Nine to refrain from the use of material without consent if there is a public interest reason for the material to be broadcast. Whether something is of public interest may depend on the circumstances including, for example, whether a matter is capable of affecting the people at large so they might be legitimately interested in, or concerned about, what is going on, or what may happen to them or others. Matters of public safety and law enforcement, allegations of criminal or anti-social conduct, and the conduct of police investigations and criminal proceedings, are clear examples of public interest issues that affect the community at large. In this case, the fact that a person had been arrested and charged in relation to the matter, and the conduct and outcome of any police investigation or criminal proceedings, are also ongoing matters of public interest. This was particularly the case where police had appealed to members of the public for information relevant to the investigation. In this context, Nine considers that the Report was an accurate report on a subject of public interest, the public discussion of which was in the public interest.
To the extent your complaint alleges that the journalist “deceptively gained access to confidential security camera footage”, whilst not a matter covered by the Code, that allegation is denied by Nine. We note that the staff member to whom your complaint refers consented to and participated in an interview with Nine’s journalist, portions of which were included by Nine in the Report.
The journalist maintains that she identified herself clearly as a journalist for Nine, and sought the material for the purpose of broadcast, and that both the interview and the CCTV vision were provided to her on that basis. Nine’s journalist denies that she engaged in any deception, and denies that at any time did she undertake or agree that it would not be broadcast, and denies that she received the material on condition that she needed to obtain consent from any person prior to broadcast.
Your complaint also alleges that “there was significant adverse publicity” as a result of the reporting and that “publicising such incident may encourage copycat behaviour and significantly increase personal security risks” for you and your staff. We note that these aspects appear to be an objection to the reporting of the fact of an armed robbery having taken place at your business premises, which are not matters covered by the Code. For the reasons above, the fact of an armed robbery having taken place at the premises is not private information and was widely reported in the media. Whilst it was certainly not Nine’s intention to cause you or your staff any concern, Nine considers it is also the case that reporting of such matters, including reporting the fact of an arrest and a public appeal for information, is likely to have a deterrent effect in reminding potential offenders that the likelihood of evading arrest is significantly impeded by the prevalence of CCTV surveillance and potential public exposure of their image and actions.
For the reasons above, we do not believe there has been any breach of the Code in this case.
Extracts of the licensee’s submission to the ACMA dated 9 January 2019:
1.	We refer to the ACMA's emails of 14 December 2018 and 19 December 2018 relating to the broadcast of a report during the 6pm bulletin of Nine News on 29 July 2018 (Report). The Segment related to an armed robbery that had occurred at a store at [location].
2.	The ACMA has indicated that it is investigating the matter under the Broadcasting Services Act 1992 (Cth) and seeks Nine's comments in respect of Nine's compliance with clause 3.5 (privacy) of the Commercial Television Industry Code of Practice 2015 (Code).
[…]
8.	We also note at the outset that the relevant circumstances alleged by the Complainant under which the CCTV Footage was obtained are disputed by Nine. Nine expressly denies that the CCTV Footage was provided to Nine in circumstances imparting a duty of confidence, or subject to any agreement, undertaking or representation by Nine's reporter that the consent of the owner of the business premises would be, or was required to be obtained prior to any broadcast of the footage. Nine takes very seriously allegations of this kind and certainly would not condone the kind of conduct alleged. However, it is Nine's position that the resolution of that factual issue is ultimately immaterial to the determination of whether there has been any breach of clause 3.5 of the Code in this case, for the reasons below.
Privacy
[…]
10.	In the present investigation, the Complainant identifies himself as the individual whose privacy has allegedly been invaded, stating "I own the [shop name and location] and my privacy has been invaded."
11. 	For the purposes of the current investigation, Nine understands the material alleged by the Complainant to be "material relating to a person's personal or private affairs or which invades a person's privacy" as being the excerpts from CCTV footage, depicting the robbery within the [shop name and location] store, that were included in the Report broadcast by Nine (the CCTV Footage).
12.	The CCTV Footage is vision only and does not include any audio. It does not depict the Complainant. It depicts a man holding a weapon who enters the store, appearing to threaten a store employee working in the store at the time, and stealing cigarettes. The employee who was the victim in this case ([employees name]), was pixelated in the Report so as to render him unidentifiable. Nine is not aware of any complaint made against Nine by that employee as to privacy, or any other basis.
13.	The relevant issues for determination are:
1. whether the CCTV Footage, or the events depicted in it, are in fact "material relating to a person's personal or private affairs or which invades a person's privacy"; 
and if so:
1. whether there was a public interest reason for the material to be broadcast; or
1. whether the person whose personal or private affairs the material relates to, or whose privacy was invaded, gave consent for the material to be broadcast.
14.	If the CCTV Footage, or the events depicted in it are not "material relating to a person's personal or private affairs or which invades a person's privacy" then clause 3.5.1 is not enlivened and, accordingly, there can be no breach of clause 3.5.1.
Is the CCTV Footage private material?
15.	Guidance as to the interpretation of clause 3.5.1 can be obtained from the ACMA's Privacy guidelines for broadcasters (September 2016)[footnoteRef:4] (the Guidelines). The Guidelines identify the following as the relevant elements of a breach: [4:  https://www.acma.gov.au/the ACMA/Library/lndustry-library/Broadcasting/privacy-broadcasting.] 

a) Was a person identifiable from the broadcast material?
b) Did the broadcast material disclose personal information, or intrude upon the person's seclusion in more than a fleeting way?
16.	The Guidelines give the following illustrative examples of what constitutes "personal information”:
Personal information can include a person’s residential address or telephone number, facts about a person's health, genetic or biometric information, information about personal relationships and domestic or family life, personal financial affairs, sexual activities, and sexual orientation or practices. It can also include information about a pers on' s racial or ethnic origin, political opinions, membership of a political association, religious beliefs or affiliations, philosophical belief s, membership of a professional or trade association, membership of a trade union, criminal record and other sensitive personal matters.
17.	In respect of the first element identified at paragraph 15a) above, Nine maintains that the Complainant was not identifiable from the broadcast material. The Complainant was not depicted in the Report and was not named or referred to. Although the Complaint does not relate to him, we note that the employee who was the victim of the armed robbery was pixelated by Nine so as to render him unidentifiable, as was the alleged offender.
18.	The premises at which the robbery took place were identified as being the [shop name and location], and the Complainant may allege that he was identifiable as the owner of the business to a subset of people who already knew he was the owner, prior to viewing the Report. Nine maintains that this does not constitute identification for the purposes of clause 3.5. However, even it if did, the next question would then be whether the Report disclosed private or personal information of the Complainant. Nine submits it did not.
19.	In respect of the second element identified at 15b) above, Nine does not consider that the CCTV Footage disclosed personal information or intruded upon the Complainant's seclusion. The fact of a robbery having taken place at the premises, and the details of the incident, are not personal information, and were in fact the subject of a media release by Queensland Police on 28 July 2018[footnoteRef:5]. The incident and subsequent investigation, arrest and proceedings have been the subject of reports by both police and other media outlets.[footnoteRef:6] The Report also included an interview with [employees name], speaking about the fact of the robbery, and details, in respect of which it appears no complaint is made. [5:  [URL of police media release].]  [6:  See for example: [URLs of police and media reports].] 

20.	We note that in each jurisdiction there is legislation that exists to protects the privacy of certain categories of victims of crime by restricting their identification, such as minors or victims of sexual assault. Nine maintains no relevant legislative protection would apply in respect of the Complainant in this case, noting that in any event Nine did not identify the Complainant in the Report and elected not to identify the employee who was confronted by the assailant in this case.
21.	The next issue is whether the actual depiction of the robbery is personal or private information. Nine maintains it is not.
22.	In Nine's submission, CCTV footage depicting the commission of criminal acts would not generally be considered personal or private material and is routinely published by media outlets in reporting news about crime. CCTV footage is often released by police in order to assist with investigations by seeking assistance from members of the public to identify offenders and come forward with relevant information. While considerations of privacy may arise in certain cases (for example, footage depicting a victim in very vulnerable or sensitive circumstances), it is submitted that in this case the CCTV Footage was not personal or private material (and noting that in this case the victim was not identified).
23.	The CCTV Footage included in the Report depicts an armed robbery which occurred in a shop which was open to the public, during trading hours. Those events were visible to any customers or other people who may have been in the store or walking past or standing outside the store at the relevant time. Nine maintains the events depicted in the portions of the CCTV Footage broadcast by Nine are directly relevant to the matters of public interest, that includes the reporting of acts of crime, the conduct of police investigations. Nine did not broadcast portions of CCTV Footage unrelated to the robbery. It is therefore not a case of intrusion upon seclusion, in that there can have been no reasonable expectation by anyone depicted during the robbery that their activities would not be observed or overheard by others.
24.	For these reasons, Nine maintains that neither the CCTV Footage or the events depicted in it were private or personal information of the Complainant, nor did the broadcast invade the privacy of the Complainant, for the purposes of clause 3.5.1. Accordingly, Nine maintains the broadcast of the Report did not breach clause 3.5.1.
25.	To the extent there may be any allegation about ownership and/or exploitation of intellectual property, that is a matter which falls outside the scope of the Code, but is in any event denied by Nine.
Public interest
26.	In relation to the next matter set out in paragraph 13b) above, even if the CCTV Footage were held to be personal or private information of the Complainant (which Nine does not concede), Nine maintains that in accordance with clause 3.5.1(a), there was a public interest reason for the broadcast of the CCTV Footage.
27.	The Report clearly related to matters of public interest, including but not limited to:
a) the reporting of a commission of a crime;
b) the reporting of an armed robbery by a young male in publicly accessible retail premises
c) a police investigation and public appeal for information that may assist police with the investigation and the apprehension and potential prosecution of the offender/s;
d) the implications of restrictions on the sale and pricing of tobacco products (the apparent object of this robbery); and
e) the broader issues of crime, youth crime and law and order in the community.
28.	For the reasons given above, Nine broadcast the portions of the CCTV Footage which were relevant to a report of matters of evident public interest listed above. The CCTV Footage itself was the best and most accurate means of conveying this information to the public. It is for this reason that CCTV Footage is routinely published in crime reporting when available on the basis that direct evidence is always preferable in reporting any serious matter such as crime, and appeals to the public for information about crime.
29.	For these reasons, Nine maintains the Report clearly satisfied clause 3.5.1(a). Clause 3.5.1(b) is therefore not enlivened.
Consent
30.	Nine maintains that consent was not required pursuant to clause 3.5.1(b), because the CCTV Footage was not personal or private information, and in any event, there were clear public interest reasons for its broadcast. Therefore, no issue pursuant to clause 3.5.1(b) arises.
31.	Although in Nine's submission it is not relevant in this case for the purposes of determining compliance with clause 3.5.1 and falls outside the scope of the present investigation, Nine disputes that the CCTV Footage was provided to Nine's reporter on condition that it would not be broadcast unless the store owner's consent was first obtained, as alleged by the Complainant.
32.	In respect of [employees name] statement, for the purposes of these submissions Nine must respond to the allegations made by the Complainant, and Nine does not accept the version of events alleged in the Complaint. Nine's reporter denies that the CCTV Footage was provided to her on condition that it would not be broadcast unless the store owner's consent was first obtained, as alleged. The reporter also notes the conversations between her and [employees name] were very cordial, casual and cooperative in tone. Nine's reporter denies the allegation made by the Complainant that she deceived [the employee] in any way as to her identity, her purpose in wanting to obtain information and footage about the robbery, or as to the basis upon which Nine was receiving the CCTV Footage or that Nine would refrain from broadcasting it unless consent were obtained.
33.	Nine is instructed by its reporter and camera person that they each maintain they clearly identified themselves to [employees name] as journalists from Nine, who were seeking information and footage in order to prepare a news report about the robbery for broadcast on Nine News. They requested to see the owner but was told he was not there, was currently returning from holiday, but may be available by phone later in the day, and they obtained his phone number. When the reporter enquired about CCTV cameras (which most stores of that kind have) and whether they could see any footage, [employees name] confirmed that there was CCTV and gave them access to an area of the premises which was not otherwise accessible to the public, where he proceeded to search for, locate and show the Nine journalists the CCTV footage of the robbery. The reporter requested a digital copy of the footage, but [the employee] did not know how to copy the file so instead permitted the camera operator to film the footage while it played on the screen. [Employees name] also participated in an on-camera interview about the robbery, and portions of that interview were included in the Report.
34.	Nine's reporter maintains she made clear from the outset that her purpose in obtaining the CCTV Footage was to include it in the Report for broadcast, as is quite common practice in news reports about crimes of this kind. The reporter maintains that she did not suggest nor agree to any condition about obtaining the owner's consent, and nor did she understand there to have been any condition of that kind placed upon her access to the footage. As far as the reporter was aware, the Complainant may not have even been available to speak to prior to broadcast. The camera operator also confirms that he was not aware of any condition attached to him being permitted to film the CCTV Footage from the screen, which he did for the express purpose of being able to include the CCTV Footage in the Report.
35.	By the Complainant's own account, when the Complainant called [reporter’s name] later that day and put to her that she had procured the footage on an undertaking that his consent was required, she confirmed to him that she had never given any such undertaking. Whilst it was certainly not Nine or the reporter's intention to cause any offence or upset to the Complainant, Nine maintains that it did not give or breach any undertaking, the inclusion of the CCTV Footage in the Report was in furtherance of the public interest reasons for the Report and did not, in Nine's submission, breach any Code provision.
Complainant's Reasons
36.	The Complainant gives three reasons for the Complaint, which Nine maintains do not affect the determination of compliance with the Code, but which Nine responds to for thoroughness as follows:
1.	[Reporter’s name] deceptively gained access to confidential security camera footage and caused it to be publicly displayed on one of the main television channels. The offender had already been caught and there was no public benefit in airing the footage.
1a.	Nine denies that its reporter engaged in any deception to gain access to the CCTV footage, for the reasons set out above. She was entirely open and honest about her identity and her purpose of wanting to report the story on television. To the extent the footage is alleged to be "confidential", Nine says it is not and denies any breach of confidence (noting that is not itself a matter covered by the Code). Nine further maintains there was a public interest reason for the broadcast as set out above.
2. There was significant adverse publicity for my shop and for the [location] area in general. My staff and I fielded dozens of concerned enquiries about the incident.
2a	The fact of a robbery having occurred somewhere is not confidential or private information, and is a matter routinely made public by police and media. The incident itself was the subject of an ongoing police investigation, which resulted in criminal proceedings being commenced. It was not secret or confidential and was the subject of publicity including by police and in reports by other media.
This appears to be a complaint about alleged reputational damage to a business and a suburb arising from the fact of a robbery having been made public, rather than a matter covered by the Code. Nothing in the Report suggested any fault on the part of the business, or that the business was at any greater risk of crime than any other business of its kind. Nine maintains that any adverse publicity that may have been experienced is a result of the fact the store was the target of a robbery, not the manner in which the matter was accurately reported by Nine.
3. Publicizing such incidents may encourage copy-cat behaviour and significantly increase personal security risks for my staff and myself.
3a	This again appears to relate to an objection to any reporting of an incident having occurred, rather than to an alleged breach by Nine of any matter covered by the Code. Whilst it was certainly not Nine's intention to cause any upset or distress to the Complainant, Nine maintains that there is no reasonable basis for any allegation that the Report would incite viewers of the evening news to go out and commit criminal acts, or that Nine's broadcast of the Report would in any way increase the likelihood of that occurring.
To the contrary, Nine submits that the prospect of having one's criminal actions depicted and publicised in the mainstream media would be more likely to have a deterrent effect on potential offenders and highlights the fact that the use of CCTV cameras in stores such as this mean that offenders are highly likely to be caught on tape and identified.
Conclusion
37.	For the reasons above Nine maintains it did not broadcast material relating to a person's personal or private affairs or which invades a person's privacy, and in any event had a public interest reason for the material to be broadcast. Nine therefore maintains it complied with clause 3.5.1 of the Code.
38.	Nine takes very seriously allegations about the conduct of its journalists and their professional ethics, but Nine maintains the other allegations made by the Complainant - which are wholly denied by Nine - do not bear on the determination of compliance with clause 3.5.1 in this instance.
39.	Nine does agree that it is a most unsatisfactory circumstance if it is the case that there was an apparent misunderstanding as between the reporter and the interview subject of the kind now alleged. In this regard, and without admissions, Nine has taken steps to ensure relevant staff are aware of the allegations made in the present complaint, and remind them of the importance of clarity of communications in their professional conduct preparatory to broadcast.
[…]
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